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Abstract—A/B testing is commonly used to evaluate new
features of websites and mobile apps. Before the A/B phase
of the experiment, one best practice is to do A/A validation,
where all experiment groups receive the control experience.
A/A validation requires time and effort to carry out. It serves
to ensure that there are no pre-existing differences between the
control and test groups as well as to verify the data is flowing
in as expected. We propose a method of assigning users to
buckets such that the likelihood of observing such a pre-existing
difference is vanishingly small. The proposed framework allows
us to skip A/A validation, run experiments more quickly and
develop our products more swiftly.
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I. INTRODUCTION

Online controlled experiments, commonly referred to as

A/B tests, are an indispensable tool for product develop-

ment at many technology companies [1]–[3]. The subject

of how to carry out such experiments rigorously has been

extensively elaborated on [4]–[7] and suggestions for im-

provements are continually being published [8]–[11]. The

overarching goal of running experiments is to determine

the causal impact of a set of newly introduced features on

metrics important to the business.

This causal impact can be formalized with the Rubin

causal model [12]. Conceptually, the framework is well

established and relatively simple. However, in the online

experimentation setting, a lot of work has to go into verify-

ing that the measurement infrastructure and randomization

mechanism are working exactly as intended. Small errors

can result in large, undesired deviations. Thus, one recom-

mended best practice is to carry out A/A validation [4].

A. A/A validation

In [4], Kohavi et al. recommend that prior to the start of

an A/B test, there should be a period where the experiment

groups are subject to the same exact control experience.

The experience must be identical in every way - UI, sorting

algorithms, backend serving stack, etc. This procedure of

A/A validation serves two primary purposes:

1) Check that the control and test buckets are free of pre-

existing differences. Because each user is assigned to a

bucket at random, it is entirely possible that one bucket

contains users who are inherently more active on the

site. This difference makes it difficult to estimate the

true treatment effect during the A/B phase.

2) Check that instrumentation is working correctly and

data is being propagated to reporting systems as ex-

pected.

The length of time required for A/A validation is not fixed.

Ideally, it would vary depending on how much traffic the

buckets receive, just as the bucket size and length of the

A/B test itself depends on the expected lift and variability

of the metrics. Generally, a few days of data is enough

for validation. At Oath, we use a rule of thumb of 4 days.

Including the time it takes for data to flow into the reporting

systems and dashboards, we need a total of 5 days from the

time of experiment creation on our internal experimentation

platform before the A/B phase can begin. This is a barrier

to quick product development.

Furthermore, because a few buckets are expected to fail

A/A validation, our internal experimenters typically open

more buckets than they think they will need. Significant

effort is required for the experiment owner to decide which

buckets (if any) should be used for the experiment.

Unlike the A/B phase of the experiment, A/A validation

produces no actionable insights about the product or users.

It tells us nothing about what we are really interested in –

the average treatment effect or lack thereof. Despite this,

A/A validation takes time and effort, as described above.

These observations led us to explore options to automate

the process or, better yet, skip it altogether.

This paper proposes a method of eliminating traditional

A/A validation by guaranteeing that the likelihood of ob-

serving pre-existing differences between the control and test

buckets is vanishingly small. We refer to the method as

“ready-to-use A/A buckets”. Our approach to eliminate the

need for A/A validation is new both to Oath and, we believe,

to the internet industry as a whole. We are not aware of any

published papers or unpublished manuscripts that propose a

similar methodology nor of systems implemented at other

companies that achieve the same goal.

B. Outline

The rest of the paper is structured as follows: Section

II provides some background, Section III describes the

proposed methodology in detail, Section IV presents results

of offline simulations, Section V gives an overview of the
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engineering implementation, Section VI shows an evaluation

of the methodology with real, online experiments and Sec-

tion VII concludes with a summary and discussion of future

work.

II. BACKGROUND

A. Rubin Causal Model

Let Yi be the variable of interest for user i. This would

be a success metric of the experiment such as page views,

sessions, clicks or conversions. We define two potential

outcomes Y C
i and Y T

i as the values of the metric Y if user

i had received the control and test experience, respectively.

The treatment effect for user i is then

δi = Y T
i − Y C

i

Averaged over the entire population of users i = 1, . . . , N ,

the average treatment effect we are interested in is

δ =
1

N

N∑

i=1

δi =
1

N

N∑

i=1

Y T
i − 1

N

N∑

i=1

Y C
i

Of course, it is not possible for any single user i to be

subject to both the control and treatment at the same time.

Instead, δ is usually estimated by

δ̂ =
1

Nt

Nt∑

i=1

Y T
i − 1

Nc

Nc∑

i=1

Y C
i

where Nt, Nc are the number of users in the treatment and

control groups, respectively. δ̂ is unbiased for δ in a random-

ized controlled experiment because all assumptions of the

Rubin causal model are met. In particular, the randomization

assures that there are no confounding factors, whether these

factors are observed, unobserved or unobservable.

B. Experimentation Infrastructure at Oath

Figure 1. Experimentation Hierarchy

A brief overview of the experimentation system we use

internally will be helpful as background for subsequent

sections detailing our implementation of ready-to-use A/A

buckets.

Most experiments conducted at Oath use the browser

cookie as the experimental/randomization unit. This is the

type of experiment we will be concerned with here. Cookies

are grouped into buckets where the exact same experience

is served. In order to divert the traffic into the appropriate

bucket, each cookie is hashed to an integer in [0, 999]. Each

bucket is assigned a range of these hash values, where the

length of the range corresponds to the requested bucket size.

So bucket sizes are specified in increments of 0.1% of the

total traffic volume.

Individual buckets are part of an experiment. A single

experiment has one control bucket and one or more test

buckets. All the test buckets in the same experiment are

compared to the control bucket in that experiment. Usually

each experiment is devoted to testing a single or small set

of features. For example, we might have an experiment

about the color of a button. The control experience might be

“blue button” while the three test buckets might be “purple

button”, “green button” and “red button”.

Each experiment (and associated buckets) live on a single

layer, as shown in Fig. 1. This layer covers the whole range

of hash values 0, . . . , 999 so the buckets and experiments on

the same layer are mutually exclusive, since every cookie

is deterministically hashed to the same single hash value.

Therefore, the total bucket sizes over all experiments on a

given layer may not exceed 100% of the total traffic volume.

By using different random seeds for the hash function,

we are able to achieve a multi-layered system, like that

described in [13], where each layer captures all the available

traffic but traffic splitting is orthogonal across layers. Each

user can only fall into at most one bucket/experiment on each

layer but possibly multiple buckets/experiments on different

layers.

III. READY-TO-USE A/A BUCKETS

At a high level, we are going to modify the bucket

assignment process slightly by using historical data to create

a relatively homogeneous pool of users from which we will

randomly draw to create buckets.

First, it is necessary to decide on the metrics important to

the business. For our purpose, we chose three user engage-

ment metrics: days visited, a page view (PV)-based and a

session-based metric, all computed on a per-cookie basis.

These metrics fundamentally quantify product usage both in

terms of visitation frequency and level of interaction. They

have a long history at Oath with very high data integrity

and are important metrics to watch company-wide. For other

use cases, these metrics can be substituted as appropriate. In

addition, the observed bucket size (count of distinct cookies)
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Table I
ILLUSTRATION OF THE READY-TO-USE A/A PROCEDURE

Rank for each metric

Hash value PV Sessions Days visited Count

0 623 426 83 289

1 135 33 836 526

2 827 234 931 583

.

.

.

457 389 457 320 971

.

.

.

998 19 209 347 836

999 95 883 346 467

should be included for all experiments, giving a total of four

metrics.

Note that in the traditional A/A setting, we would carry

out 2-sample t-tests to check that there is no statistically

significant difference between control/test buckets in the

means of the three engagement metrics and a χ2 goodness-

of-fit test to check that there is no evidence the observed

difference in bucket sizes is due to anything besides random

chance.

Once a small number of metrics are decided on, the

following procedure can be carried out daily:

1) For each cookie, compute values of the three engage-

ment metrics for the preceding seven days.

2) Hash all cookies to an integer in [0, 999] and group

the cookies by this value.

3) For each hash value, compute the mean values of

the three engagement metrics as well as the observed

bucket size (count of distinct cookies).

4) Rank the hash values by the means and bucket size

computed in (3), for each of the 4 metrics separately.

5) Identify and blacklist all the hash values which rank

in the top 50 or bottom 50 for any of the four metrics.

6) The resulting set of hash values is a relatively ho-

mogeneous pool with respect to the chosen metrics.

Randomly draw an appropriate number of hash values

(determined by bucket size requested) from this pool

to create buckets.

Table I gives a concrete example of the procedure. All

hash values are ranked by each of the four metrics listed.

Hash values 1, 457 and 998 (there will be more such hash

values not seen here) have at least one rank number ≤ 50
or ≥ 951 (shaded gray) and so will be excluded from

consideration (shaded red) when buckets are being created.

Although the hash function distributes users/cookies uni-

formly across the hash values 0, . . . , 999, the means of the

engagement metrics by hash value are normally distributed,

by a straightforward application of the Central Limit Theo-

rem. If the hash values in the lower tail are combined to form

the control bucket while the hash values in the upper tail are

combined to form the test bucket, we will see that traditional

A/A validation fails. To prevent that from happening, we can

just restrict ourselves to looking at the hash values in the

central part of the Normal distribution, discarding the tails

to form a pool of “mainstream” hash values for consideration

in bucket creation. This is what we are doing by blacklisting

the top/bottom 50 hash values for each metric. In Table I,

hash values 0, 2, . . . , 999 belong to the mainstream pool.

The number of hash values blacklisted is not fixed and

may vary slightly from day to day. It could be anywhere

from 100 (if the top/bottom 50 hash values of each metric are

exactly the same) to 400 (if the top/bottom 50 hash values

of each of the 4 metrics are completely disjoint). Therefore,

the traffic available for experimentation can be between 60%

and 90%. The example given in this section removes 50 hash

values in each tail. The choice of value for this parameter

is discussed in the next section while the stability of the set

of mainstream hash values is discussed in Section VI.

IV. SIMULATIONS

The main parameter in the ready-to-use A/A procedure is

the amount discarded in the lower/upper tails, where Section

III uses 50 for both tails. In order to answer the question

of how much to remove and justify our choice of 50, we

present simulation results showing how the A/A failure rate

varies with the amount removed parameter tailDiscard.

Since the distribution of the means is Normal and sym-

metric, it is intuitively reasonable for the amount removed

in each tail to be the same. We have decided to restrict

ourselves to that case. The simulation described below first

creates the pool of mainstream hash values according to the

ready-to-use A/A procedure, then generates “experiments”

from this pool.

Each “experiment” consists of one control bucket and

a few test buckets, with some restrictions to reflect how

buckets are typically created in our internal experimentation

platform. The control bucket must be between 1% and 20%

while the test bucket is between 1% and the size of the

control. We typically do not run buckets smaller than 1%

because we will not be able to achieve 80% statistical power

in that case. Buckets are rarely larger than 20% in order to

constrain exposure of a sub-optimal test experience to our

users. We will consider “experiments” with the number of

test buckets between 1 and 10. In practice, most of the time

there will be no more than 5 or 6 test buckets but we would

like to consider as many use cases as possible in this study.

Lastly, traditional A/A validation is carried out for these

“experiments” and we are interested in the resulting failure

rate.

A. Simulation Procedure

Create pool of mainstream hash values with specified

tailDiscard, according to ready-to-use algorithm.
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H ← number of mainstream hash values

for k ∈ {1, . . . , 10} do � number of test buckets

repeat
m ← ∞ � size of the control bucket

n ← ∞ � size of all the test buckets

while m+ n ∗ k > H do
� buckets must fit in the available space

Sample m from U{10, . . . , 200}
� control bucket between 1% and 20%

Sample n from U{10, . . . ,m}
� test bucket is not larger than control

end while
From the mainstream pool of hash values (with

associated cookies), randomly assign m to be the control

bucket, n ∗ k to be the k test buckets.

for i ∈ {1, . . . , k} do
Conduct the following hypothesis tests be-

tween the control bucket and test bucket i and record the

p-values:

1) 2-sample t-test for equality of means of PV/cookie

2) 2-sample t-test for equality of means of Ses-

sions/cookie

3) 2-sample t-test for equality of means of Days vis-

ited/cookie

4) χ2 test to check that cookies are falling into the

buckets according to the specified probabilities

end for
until 1000 experiments have been completed

Compute traditional A/A failure rate for these 1000

experiments

end for

B. Multiple Testing

The traditional A/A failure rate can be calculated in a few

different ways. The main consideration is how to adjust for

multiple testing.

When ready-to-use buckets are assigned in an experiment

created on our internal experimentation platform, one control

bucket is given together with the number of test buckets

requested. We would like this entire experiment to pass A/A

validation. That is, each test bucket should not fail any of

the four hypothesis tests conducted when compared to the

control bucket. This means that all 4k null hypotheses should

not be rejected.

For a single hypothesis test, we typically fix the Type I

error rate at 5% by rejecting the null hypothesis when the

resulting p-value is less than 0.05. When multiple hypothesis

tests are carried out together, as in a single experiment, we

would like to control the family-wise error rate at 5%. The

literature on correcting for multiple hypothesis testing is well

established [14]–[17]. For our purposes, we employ two

commonly used methods: Bonferroni correction [18], [19]

and the Benjamini-Hochberg (BH) procedure for controlling

the False Discovery Rate (FDR) [20].

C. Failure rate

Table II compares a few traditional A/A failure rates by

the number of test buckets k under two scenarios: i) when

we remove 25 hash values from each of the upper and lower

tails (50 hash values or 5% in total) ii) when we remove 50

hash values (100 hash values, 10% total).

The three types of failure rates displayed are:

• “uncorrected” counts the number of experiments with

any hypothesis tests with p-values < 0.05.

• “bonferroni” counts the number of experiments with

any hypothesis tests with p-values < 0.05/4k.

• “FDR” counts the number of experiments that fail after

controlling the family-wise error rate at 0.05 using the

BH procedure.

One clear trend in Table II is that as the number of test

buckets k increases, the uncorrected failure rate balloons

from 4% for k = 1 to over 30% for k = 10. This is precisely

the multiple testing problem described earlier.

We can also see that the failure rates are lower when we

remove 50 hash values in the tail compared to removing 25.

This is especially clear for the uncorrected rate but also true

for both the Bonferroni correction and FDR.

The observed difference in failure rates under simulation

between removing 25 and removing 50 is consistent with

our expectations. The larger amount of the lower/upper tails

removed, the more homogeneous the mainstream pool is.

Therefore, when buckets are created at random from this

resulting pool, they tend to be situated more closely in the

metric space and less likely to fail traditional A/A validation.

Suppressing A/A failures is exactly the aim of the ready-to-

use A/A algorithm so we see that it is working as intended.

Table II shows that removing 25 hash values, the A/A

failure rate can be as high as 1.5% while removing 50 gives

us a 0.5% failure rate at most. The number of hash values

to remove should be thought of as a configurable parameter

according to tolerance of A/A failures. The simulation

procedure above explicitly parameterizes this number with

tailDiscard while the ready-to-use algorithm in Section II

implicitly sets it to 50.

For experimentation at Oath, 1.5% ready-to-use A/A

failure rate is too high. Under traditional A/A validation,

the canonical failure rate is 5% if we use an α = 0.05
significance level and control for multiple testing. We have

seen that in practice, this failure rate can be as high as 30%

on real world experimentation systems. However, buckets

that do fail in this way do not go on to the A/B phase.

Under the ready-to-use A/A framework, there is only an A/B

phase where all the buckets are used for actual A/B testing.

A lower failure rate is necessary because it is undesirable for

any buckets that would have failed traditional A/A validation

to be used in a real experiment. After careful consideration,

we decided on a 0.5% failure rate as the threshold, which

is met when we remove 50 hash values in each tail.
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Table II
TRADITIONAL A/A FAILURES UNDER SIMULATION

Uncorrected (%) Bonferroni correction (%) FDR failure rate (%)

k Remove 25 Remove 50 Remove 25 Remove 50 Remove 25 Remove 50

1 4 3.8 0 0.5 0 0.5

2 13.5 7.4 0.5 0.1 0.5 0.1

3 17.5 9.6 0.5 0.3 0.5 0.3

4 27 13.5 0 0.2 0 0.2

5 28.5 18.7 1.5 0 1.5 0

6 31 21.7 1.0 0.2 1.0 0.2

7 34.5 21.5 0 0 0 0

8 40 25 0 0.2 0 0.2

9 36 27.8 0 0 0.5 0

10 44.5 29.9 0.5 0.2 1.0 0.2

There is the option of removing a lot more hash values,

e.g. 200 in each tail, which would guarantee an infinitesi-

mally small A/A failure rate. However, the space available

for experimentation in each layer would decrease so that

only a few very small buckets are possible, or even to

the point where the entire layer is discarded. The tradeoff

between a lower A/A failure rate and greater space available

on the layer must be evaluated.

V. ENGINEERING IMPLEMENTATION

In this section we will outline how the ready-to-use A/A

procedure is implemented in our data platform.

The use of A/B testing has grown exponentially at our

company. Our multi-layer experimentation platform hosts

hundreds of active layers and experiments and more than

a thousand buckets on any given day. The challenge is

how to enable ready-to-use A/A buckets with minimum

overhead at web scale. As shown in Fig. 2, a dedicated

data pipeline is devised to handle sampling and computation

offline, separately from our online experimentation platform.

The process includes the following four steps:

1) Layer creation: Layers are first created by experiment

owners via the user interface (UI). As described in

Section II-B, one layer consists of one thousand hash

values ranging from 0 to 999. A unique seed for hash

function is assigned to each layer. Layers can also be

automatically created by the experimentation platform

when necessary.

2) Offline hashing and metric computation: For each

layer, user-level page views, sessions and days visited

are computed based on the last seven days of historical

data. We use an offline Bob Jenkins hash function

with the same seed of the corresponding layer to

assign users to hash values ranging from 0 to 999.

The assignment by offline hashing reproduces what

happens in online traffic splitting when ready-to-use

A/A buckets are produced. For each hash value, mean

page views, sessions and days visited per user along

with sample size are computed.

3) Hash value validation: For a given layer, we rank the

hash values by each of the four metrics: per user page

views, sessions, days visited and sample size. Hash

values falling into the top 50 or bottom 50 segments

in any of these four ranks are excluded. The remaining

ones form the pool of hash values of high quality

available for ready-to use A/A bucket allocation.

4) Experiment creation: Experiment owners may re-

quest ready-to-use A/A buckets when they create their

experiments on the UI. These buckets are certified to

be sufficiently balanced without the need for tradi-

tional A/A validation.

The aforementioned daily process involves scanning

through historical data at a scale of 100 terabytes. It takes

about 40 minutes end-to-end to produce ready-to-use A/A

buckets on all the layers in our platform. In order to achieve

this, this data pipeline uses Map Reduce framework across

hundreds of servers in a Hadoop cluster. Experiment owners

can visualize the certification status of their layers showing

space available for experimentation as shown in Fig. 3.

VI. ONLINE EVALUATION

Finally, after implementing ready-to-use A/A in our ex-

perimentation platform, we would like to examine the real

performance of this framework. Similar to Section IV, we

are interested in the A/A failure rate. In contrast to Section

IV, the data in this section relies on online hashing by our

experimentation platform. Instead of simulating bucket cre-

ation in experiments, we will simply set up a live experiment

with a few buckets and observe the results of A/A validation

over time.

For this study, we used a different product with a different

volume of traffic from that in Section IV in order to ensure

that the framework is effective when deployed across our

entire suite of products. Six 4% buckets were created, with

the first designated the control bucket and the other five test
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Figure 2. Offline data pipeline for ready-to-use AA

buckets. The platform backend handled the formation of the

pool of mainstream hash values and random assignment to

the buckets requested. The buckets are always kept in the

identical control experience. After 7 days of online-stamped

data has been collected, we are ready to start the evaluation,

which will continue until we have 14 full days of data.

From Day 7 to Day 14, we look at data from the preceding

7 days to conduct A/A validation in a pairwise fashion for

each test bucket against the designated control bucket. The

4 metrics considered are PV/cookie, Sessions/cookie, Days

visited/cookie and sample size. This is the same methodol-

ogy used in Section IV, with an additional time dimension

to investigate the stability of our A/A certification.

Across this whole time period with five test buckets and

four metrics, 8× 5× 4 = 160 hypothesis tests were carried

out. Of the resulting 160 p-values, none were below 0.05 so

Figure 3. Experimentation management UI showing certified layer space

the failure rate, whether uncorrected, Bonferroni or FDR, is

0% throughout. If we had in fact used these six buckets for

a two-week long A/B test, the data can answer the following

question: Is the observed difference in metrics between the
test and control solely the treatment effect or did the buckets
become unbalanced at some point in the experiment period?

Since the A/A failure rate was 0% throughout the experi-

ment period, this means that we maintained A/A balance for

the whole duration of the test. Therefore, we can confidently

say that the observed difference is due solely to the treatment
and with appropriate, rigorous statistical analysis, we can

obtain an unbiased estimate of the treatment effect.

VII. CONCLUSIONS AND FUTURE WORK

A/B testing is frequently touted as the gold standard in es-

tablishing causal relationships between product features and

observed changes in metrics. In order for online experiments

to live up to this gold standard, A/A validation is an essential

preliminary step, ensuring there is no pre-existing difference

between the test and control groups. This paper presents a

conceptual framework where buckets are assigned in such

a way that guarantees A/A balance with high probability,

thereby allowing experiments to proceed directly to the A/B

phase where actionable insights can be derived. Eliminating

the need for A/A validation to be explicitly carried out

represents significant savings of both time and effort or

resources. In addition, we have given an overview of our

implementation of the proposed methodology on our internal

experimentation platform. The implementation allowed us

to closely examine the performance of ready-to-use A/A

buckets and show that we can achieve an A/A failure rate

of 0% that holds throughout a two-week long experiment.
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We expect that our methodology of creating a main-

stream pool of users to experiment on will be applicable

to many other experimentation systems. The overview of

our engineering architecture should also be helpful for those

wishing to implement the ready-to-use A/A methodology in

a scalable and reliable fashion.
There are a few ways our work can be further developed:

• Extend both the methodology and implementation to

login ID-based experiments and Apps

• Explore whether the discarded tail segments can still

be used in some way for experimentation

• Enhance monitoring to detect cases where offline hash-

ing does not match online traffic splitting, e.g. when

experimental dark matter exists

• Think about how we can infer that a bad bucket was

assigned to an experiment and detect this rare occur-

rence. One possibility is to look back in time to the

period before the experiment and check the engagement

metrics of the cookies involved in the experiment.

This approach is incomplete because new users are not

captured but it can be a useful complement.

ACKNOWLEDGMENT

The authors would like to thank the Yahoo Finance and

Front Page product teams for their help in setting up layers

and experiments for testing, Niru Appikatala for her offline

hashing package, Sudhir Chauhan for his UI work on the

platform and William Choi for insightful discussion.

REFERENCES

[1] R. Kohavi, T. Crook, R. Longbotham, B. Frasca, R. Henne,
J. L. Ferres, and T. Melamed, “Online experimentation at mi-
crosoft,” in Proceedings of the Third International Workshop
on Data Mining Case Studies, held at the Fifteenth ACM
SIGKDD International Conference on Knowledge Discovery
and Data Mining in Paris, France, 2009, pp. 11–23.

[2] D. Tang, “Experimentation at google,” RecSys’14 Workshop:
Controlled Experimentation, 2014.

[3] B. Frasca, “A brief history of bing a/b,” RecSys’14 Workshop:
Controlled Experimentation, 2014.

[4] R. Kohavi, R. Longbotham, D. Sommerfield, and R. M.
Henne, “Controlled experiments on the web: survey and prac-
tical guide,” Data mining and knowledge discovery, vol. 18,
no. 1, pp. 140–181, 2009.

[5] R. Kohavi, A. Deng, B. Frasca, T. Walker, Y. Xu,
and N. Pohlmann, “Online controlled experiments at
large scale,” in Proceedings of the 19th ACM SIGKDD
international conference on Knowledge discovery and
data mining, ser. KDD ’13. New York, NY, USA:
ACM, 2013, pp. 1168–1176. [Online]. Available: http:
//doi.acm.org/10.1145/2487575.2488217

[6] R. Kohavi, A. Deng, R. Longbotham, and Y. Xu, “Seven rules
of thumb for web site experimenters,” in Proceedings of the
20th ACM SIGKDD international conference on Knowledge
discovery and data mining. ACM, 2014, pp. 1857–1866.

[7] T. Crook, B. Frasca, R. Kohavi, and R. Longbotham, “Seven
pitfalls to avoid when running controlled experiments on the
web,” in Proceedings of the 15th ACM SIGKDD international
conference on Knowledge discovery and data mining. ACM,
2009, pp. 1105–1114.

[8] R. Kohavi and R. Longbotham, “Unexpected results in on-
line controlled experiments,” ACM SIGKDD Explorations
Newsletter, vol. 12, no. 2, pp. 31–35, 2011.

[9] R. Kohavi, A. Deng, B. Frasca, R. Longbotham, T. Walker,
and Y. Xu, “Trustworthy online controlled experiments: Five
puzzling outcomes explained,” in Proceedings of the 18th
ACM SIGKDD international conference on Knowledge dis-
covery and data mining. ACM, 2012, pp. 786–794.

[10] A. Deng, Y. Xu, R. Kohavi, and T. Walker, “Improving the
sensitivity of online controlled experiments by utilizing pre-
experiment data,” in Proceedings of the sixth ACM interna-
tional conference on Web search and data mining. ACM,
2013, pp. 123–132.

[11] Z. Zhao, M. Chen, D. Matheson, and M. Stone, “Online
experimentation diagnosis and troubleshooting beyond aa
validation,” in Data Science and Advanced Analytics (DSAA),
2016 IEEE International Conference on. IEEE, 2016, pp.
498–507.

[12] D. B. Rubin, “Estimating causal effects of treatments in ran-
domized and nonrandomized studies.” Journal of educational
Psychology, vol. 66, no. 5, p. 688, 1974.

[13] D. Tang, A. Agarwal, D. O’Brien, and M. Meyer, “Over-
lapping experiment infrastructure: More, better, faster ex-
perimentation,” in Proceedings of the 16th ACM SIGKDD
international conference on Knowledge discovery and data
mining. ACM, 2010, pp. 17–26.

[14] P. C. O’Brien and T. R. Fleming, “A multiple testing proce-
dure for clinical trials,” Biometrics, pp. 549–556, 1979.

[15] Y. Benjamini and D. Yekutieli, “The control of the false
discovery rate in multiple testing under dependency,” Annals
of statistics, pp. 1165–1188, 2001.

[16] R. Bender and S. Lange, “Adjusting for multiple testingwhen
and how?” Journal of clinical epidemiology, vol. 54, no. 4,
pp. 343–349, 2001.

[17] M. Aickin and H. Gensler, “Adjusting for multiple testing
when reporting research results: the bonferroni vs holm
methods.” American journal of public health, vol. 86, no. 5,
pp. 726–728, 1996.

[18] Wikipedia, “Bonferroni correction — Wikipedia, the
free encyclopedia,” http://en.wikipedia.org/w/index.php?title=
Bonferroni\%20correction&oldid=773020711, 2017, [On-
line; accessed 05-June-2017].

[19] O. J. Dunn, “Multiple comparisons among means,” Journal
of the American Statistical Association, vol. 56, no. 293, pp.
52–64, 1961.

[20] Y. Benjamini and Y. Hochberg, “Controlling the false dis-
covery rate: a practical and powerful approach to multiple
testing,” Journal of the royal statistical society. Series B
(Methodological), pp. 289–300, 1995.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


